
KlayyTech Security Radar



What is 
KlayyTech 
Security Radar

It’s Based on Microsoft Sentinel 
with a lot of custom features as 
follows:

• Security information and event 
management (SIEM)

• Security orchestration, 
automation, and response 
(SOAR) with a lot of automatic 
response.



collect



Collect data 
by using data 
connectors

• Microsoft sources like 
Microsoft 365 Defender, 
Microsoft Defender for 
Cloud, Office 365, Microsoft 
Defender for IoT, and more.

• Azure service sources like 
Azure Active Directory, 
Azure Activity, Azure 
Storage, Azure Key Vault, 
Azure Kubernetes service, 
and more.



Connectors



Custom 
Visualization



Create Custom 
interactive reports 
by using workbooks

Microsoft Sentinel allows you to 
create custom workbooks across 
your data. Microsoft Sentinel 
also comes with built-in 
workbook templates to allow 
you to quickly gain insights 
across your data as soon as you 
connect a data source



Correlate alerts into 
incidents by using 
analytics rules

To help you reduce noise and 
minimize the number of alerts you 
have to review and investigate, 
Microsoft Sentinel uses analytics to 
correlate alerts into incidents



Custom analytic rules 



Custom created rules

• Login to disabled account

• Account lock

• Failed logins for the same account more than 5 times in an hour

• Signing in  using single factor authentication 

• Signing in outside geographical location 

• Suspicious access to sensitive servers

• Sign in outside of working hours

• Deleting server logs

• Unusual DNS quires 

• Failed SQL database access attempts

• Unusual VPN logins



Incidents 



Incident investigations 



Automation

To send email whenever 
incident is created 
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