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Cyscale Platform Overview

Why use a multi-cloud
CSPM solution?

Because you can't build a defense 46505000
for what you don't see. e
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Cyscale Platform Overview

Your ally for-a solid
security program

As you onboard cloud accounts and other data sources into Cyscale, the
platform starts building a Security Knowledge Graph for your organization,

a data model that becomes a comprehensive source for risk analysis.

C ‘ Context-aware Security

Your company’s security posture is properly analyzed, considering
sighals from several sources, leaving no risk or misconfiguration
uncovered, and allowing you to prioritize the remediation of high-risk
iIssues affecting the cloud.

Automated Compliance

Security analysis results are automatically mapped to your
organization’s governance layer — policies and procedures that you

define, so that compliance gaps are immediately brought to attention.

In addition, the in-app policies and standards provided by the Cyscale

platform will assist your team with internal or external audits.
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Cyscale Platform Features

Visibility

* Asset Inventory

An inventory of all your cloud assets across environments
and providers enables you to scale with peace of mind,
discover unused resources and prepare for audits.

e Integrations

In addition to the four main cloud providers (AWS, GCP,
Azure and Alibaba), Cyscale integrates with data sources
such as identity providers, code repositories, and topical
security tools, surfacing risk propagation across otherwise
disparate systems.

e |dentity Dashboard

Cyscale analyzes identities in your organization, helping you
understand access, discover |least privilege violations and
identify users that might put your company at risk.
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Cyscale Platform Features

a4

Security
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Cyscale has a range of security features to assist your
team in developing and maintaining a solid security
program that protects your dynamic cloud estate:

We checked 385 controls.
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Cyscale Platform Features

Compliance e
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Cyscale has a large set of security policies that can be X Ky e checked 61 controls. More details
customized for your organization. Technical security Failed Controls 63%
controls are mapped to procedures, so that your teams 17/61 controls
are instantly aware of compliance gaps. Latest |AM Failed Controls
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your organization. Implement your own mapping of

technical controls to their content and have the

automated scan results populate inline. AICPA ST
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o« Standards

More than 25 compliance standards (NIST, SOC2, PCI- Y @
DSS, etc.) already provided in-app, as well as easily

generated pdf reports enable your auditing and

compliance efforts.
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Flexible Pricing Model to
accommodate your rapidly
changing cloud infrastructure.

Monthly Pricing plans include support services.

Annual contract is available (20% discount over monthly pricing).

Pro Scale Enterprise

Up to 1000 Up to 5000 More than 5000
Protected Assets protected assets

protected assets
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Cyscale

Cyscale helps companies embrace their digital future by protecting
apps and data in the cloud. With the innovative Security Knowledge
Graph™ at its core, Cyscale helps you easily track security and
compliance across your multi-cloud environment.

Start free trial: app.cyscale.com

Contact us
sales@cyscale.com
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