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7 Enhance New Capabilities
AIS CIOUd /( for Agile and Intelligent Business

Enhance Ensure Provide

Modern Cloud Infrastructure  Security and Data Protection ~ Professionals Service
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AIS CI d V Intelligent
0 u P 4 for Digital Transformation

< AIS Trusted Digital Infrastructure >

] Data Sovereignty Protection Hybrid / Multi-Cloud
5G Private Network
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On-premise Cloud

Wireless
Intelligent

Microsoft @
Core Network
Fixed Fiber Optics

Cannected Devices Secured Intelligent Connectivity Secured Cloud and Platform




~A Thailand's First Service Provider
== Microsoft IS HG

wessesssne \NNO Can Deliver Microsoft Azure Ecosystem

- Innovation anywhere with Azure

Single control plane with Azure Arc
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Bring Azure services Bring Azure Services Bring Azure Services
to AIS Cloud Infrastructure to your datacenters to the edge




Azure Arc-enabled SQL M

Bring cloud data management to any infrastructure

———————————————————————— / Supports all connectivity modes  ----------------------,

% i 2

Always up to date Multi-layer security Elastic scale Simplified DevOps
Automated updates Comprehensive encryption Scale up and down Deploy in seconds
No downtime, evergreen Azure RBAC & Policy Pay for what you use Built in HA/DR
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Microsoft Defender for Cloud - Compliance as a Service

Unify your DevOps Security Strengthen and manage your cloud Protect your cloud
Management security posture workloads




Full-stack coverage with dedicated detections

Compute Service Layer
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Any server Unmanaged K8s Resource Manager Key Vault
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Databases and Storage

_ “
© L
+
Blob storage File storage Maria DB Azure Cosmos DB

Azure SQL MySQL Postgres SQL Unmanaged SQL

On-premise workloads

Kubernetes
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SQL Servers

Servers

AIS Cloud Y¢




Deploy Microsoft Defender for Cloud threat protection
to your workloads with Azure Arc
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» Extension installation, e.g. Log Analytics agent _; : :

, . , , Azure Arc enables cloud : : :
» Enforce COmp|Iance and Slmp|lfy aUd|t reportlng managemem and sSertiritv
o . . - . protections
»» Asset organization and inventory with a unified view in the ‘ Azure Resource Manager
AZUFB P0rt8|—AZUFB TagS S|ng|e control p|ane
) ) ) for any resource,
»» Server owners can view and remediate to meet their anywhere

compliance—RBAC in Azure
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Defender for Cloud Security Dashboard

Centralized posture view

* Your security posture across Azure, AWS,
and GCP in one place

« Asset inventory across your hybrid and multi-cloud
environment

Security posture Regulatory compliance

Focused views

» Easily access deep dive views for security
posture, resource inventory, workload protection, and
more

Top insights front and center
« Understand which recommendations to prioritize

Workload protections Inventory

* See your most attacked resources
and take action L e

lunhealthy (2291) | Healthy (894)  Not applicable (24)




Deploy Defender for Servers anywhere

Easily deploy as extensions in Azure without

re-installing agents .
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Vulnerability assessment built-in with flexibility to (CTOSOIE HETENGST 10T SBTVers

use tools like Qualys offering integrated vulnerability scanning for ’
your connected machines ’:‘

) ) Azure Arc
Use Just-in-Time VM access to control access to Commonly

attacked management ports

Block malware with adaptive application controls E E

Set guardrails with Azure Policy integration, server owners can Azure Arc-enabled servers

view and remediate to meet their compliance Als clo u d /V(




Deploy Defender for Containers anywhere

Single pane of glass for Kubernetes security—including
multi-cloud clusters .

Microsoft Defender for Containers

Environment hardening—Defender for Containers protects ;
Arc-enabled Kubernetes clusters by providing visibility into '
misconfiguration and guidelines to help mitigate identified ’:'

threats Azure Arc
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Azure Arc-enabled Kubernetes clusters

AIS Cloud ¢




®8 Azure Arc

Extend Azure’s Services and Benefits anywhere

* Multi-cloud ‘
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Datacenter & hosted
Gain central visibility, Build Cloud native apps Run Azure

operations, and compliance anywhere, at scale services anywhere




