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About the Client:
Headquarted in Virginia, Centauri is a leading provider of high-end engineering, 
intelligence, cyber security, and advanced technology solutions that keep our nation 
safe and secure from today's adversaries and tomorrow's threats.

Background: 
Centauri is a growing consulting firm with remote workers at client sites and over 12 
physical locations across the country. Due to acquisitions, they have consolidated 
domains and identities. Growth continued during the pandemic as well as a shift to 
remote work. Contractors needed to onboard and have access to mission critical 
applications and classified information

Solution: 
The Withum team standardized on new Azure AD and Windows 10 capabilities 
including:
• Multifactor Authentications using biometric methods such as Windows Hello
• Improved onboarding with Microsoft Autopilot
• Dynamic Group Membership with Azure AD Premium
• Identity Governance with Azure AD Premium
• Conditional Access policies to restrict access from remote devices
• Data Classification with Azure Information Protection

Benefits/Results:
Before engaging Withum, Centauri spent hours onboarding new contractors with a 
high-volume of support tickets to resolve identity and application access. The 
Microsoft cloud, automation and improved security allow them to meet the 
compliance requirements of their Government clients.  


