
ISO/IEC 27001 Workshop

With Move’s one-day workshop for "non-technologists", we will focus on mapping the business 

processes related to information security. This workshop will give the client a better understanding 

of the current status of their information security processes, as well as how to how to proceed with a 

more extensive information security project or certification.  

Agenda

1. Introduction to the ISO/IEC 27001 standard

2. Brief introduction to Microsoft Security and Compliance

3. Overview of Move’s best practice for becoming compliant with the standard 

4. Identifying the client’s current information security practices 

• Including both technical and organizational practices

5. Asset mapping

• Including application systems, backend infrastructure, cloud services etc.

• Relations between key assets

6. Create a common understanding of how Microsoft Security and Compliance, as well as other 

relevant information security software can support the daily information security processes 

within the business 

After the workshop, the client will receive a report with recommendations and suggestions for 

further information security measures. The report will build upon the ISO/IEC 27001 standard, as 

well as Move’s best practices – relative to the client’s key information security challenges identified in 

the workshop. 
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Move has more than 30 years experience in delivering digitalization- and IT-transformation projects and we 
collaborate closely with all the leading technology providers. We are vendor independant and we advice our customers 

based on their business needs and the opportunities technology gives.

Over 53% of all businesses have experienced a data breach (CISCO Cyber 
Security Report, 2018). Businesses that are subject to such attacks experience 
loss of revenue, recovery costs, production reductions, fines and reputational 
loss.


