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Microsoft, Empowering Enterprise Mobility

FPT IS — Enterprise Sector

Identity Led Security Approach
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Enterprise Mobility & Security — Platform Overview

FPT IS — Enterprise Sector

Data - Information
protection

|dentity - and access
management

Device & App -
Managed mobile
productivity

ldentity & App —
|dentity driven

security a

Azure Active Directory
Premium P2

|dentity and access
management with advanced
protection for users and
privileged identities

(includes all capabilities in P1)

Azure Active Directory
Premium P1

Secure single sign-on to
2,500+ cloud and on-
premises apps

MFA, conditional access, and
advanced security reporting

Microsoft Intune

Mobile device and app
management to protect
corporate apps and data on
any device

Universal device management
across Win 7/8/10, MAC,
Andoid, iOS

Azure Information
Protection Premium P2

Intelligent classification and
encryption for files shared
inside and outside your
organization

(includes all capabilities in P1)

Azure Information
Protection Premium P1

Encryption for all files and
storage locations

Cloud-based file tracking

Microsoft Cloud
App Security

Enterprise-grade visibility,
control, and protection for
your cloud applications

Microsoft Advanced
Threat Analytics

Protection from advanced
targeted attacks leveraging
user and entity behavioral
analytics




Identity is the foundation for EMS

FPT IS — Enterprise Sector

Q

Simple connection
Windows Server

Active Directory » .
o I

Other ‘ . _ E D
directories Self-service Single sign-on

Public
cloud

On-premises Microsoft Azure Active Directory Cloud, Web, Mobile,
Custom Apps
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ENTERPRISE MOBILITY SOLUTIONS

FPT IS — Enterprise Sector

o} Manage devices Manage apps

Embrace BYOD, CYOD Provide app protection by policy

Azure Active
Directory

Evaluate device compliances based on policy v o Premium Provide secure access to enterprise application
ICroso

Support Android, I0S, Windows phone, Intune
macQOS, Windows

€ Control access

I\/Ianage resources access based on user

Deploy app to company portal

Authentication

Microsoft Cloud Ensure the authentication is secure and the

&

identity and device compliance Azure. App Security user experience is simple.
Information
Protect user identity by using MFA and Protection Reduce IT efforts with self services
PIN code
Audit log
° Secure data 757

0 i Provide a record user activities and modern

<' o e reporting

Block copy-paste to illegal apps Use Graph API to retrieve audit events

Encrypt data with BYOK and HYOK



Enterprise Mobility +Security

FPT IS — Enterprise Sector

Extend enterprise-grade security
to your cloud and SaaS apps

Microsoft Cloud App Security

Azure Active Directory
Premium

Manage identity with hybrid
integration to protect application

access from identity attacks
Azure Information

A

Microsoft

‘ Intune

@.
Hc i

Protect your data, Riioteetion
Detect threats early

m everywhere
with visibility and l Microsoft
threat analytics N Advanced Threat Analytics

Protect your users,
devices, and apps




Mobile app management
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Multi-identity policy

Managed apps

Corporate Email

data mg a' attachment nﬁ mg F N
Personal HE o Co o Paste o Save
data Py

e Paste to e Save to

<o

personal personal storage
app

Personal apps

Personal apps
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Simple setup with FastTrack

FPT IS — Enterprise Sector

Define your vision and plan for a Move to EMS smoothly and with Boost user engagement and manage
successful rollout confidence change

FastTrack Is included with EMS to accelerate your deployments

Azure Active Directory Microsoft Intune Azure Rights Management

Premium
O On
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FastTrack will:

FastTrack will: : FastTrack will:
Setup and deploy mobile app management

Get organizational identities to the cloud policies to help prevent Office 365 data leakage Retain control of sensitive documents locally and

Set up single sign-on for test apps (including Setup and deploy device security policies like pin el Gzl

Azure Active Directory Application Proxy apps) or device encryption Automatically protect mail containing privileged

Configure self-service options like password Integrate on-premises System Center Irltidel:

reset and Azure Multi-Factor Authentication in Configuration Manager with Intune Ensure files stored in SharePoint are rights

the MyApps site Enable conditional access and compliance protected

policies to control access to data
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Systemn

WHY FPT Information System? G55, emeion

System integration

Biggest company in Southeast

# 1 Asia in terms of employees

2 500+ Number of engineers
)

Consultancy

Products &

Solutions
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Implementing end-to-end
information systems for

customers across industries
years

Migration Prime

. For the implementation of
& Integration

contractor national largest IT projects




Microsoft Partnership & Capabilities G55, emeion

Systemn
FPT Information System

Partner- Strategic partner of Microsoft
ship

Cloud Platform
Cloud Productivity
Collaboration and Content

[ ]
.. M Ic rOSOft Communications
Data Analytics
B GoldPartner o rtes
Datacenter
Messaging
Windows and Devices

2 000"' international certificates issued by world leading vendors
International quality system standard
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Fpt Information
System

8th Floor - 126 Nguyen Thi Minh Khai St., Dist.3, HCMC, Vietham
Tel: +84 (8) 6288 6939

Email: contact@fis.com.vn

Website: www.fpt-is.com

The success of customers is our inspiration for continuous development. We are proud to be trusted by more
than 1,000 customers worldwide in separate lines of business over the past 20 years.




