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WHAT WE DO

Slalom is a purpose-led, global business
and technology consulting company.

From strategy to implementation, our approach is
fiercely human. We deeply understand our customers—
and their customers—to deliver practical,

end-to-end solutions that drive meaningful impact.
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Microsoft & Slalom
achieve more

together.

Our business was built on Microsoft, and for nearly two
decades, we've delivered innovation together. It starts with
our shared purpose: realizing greater impact through
collaboration and enabling every person and organization

on the planet to achieve more.

We're partnering with change-making clients to shape the
future around Microsoft technology—that's because as we
look to the next two decades and beyond, we know the

future will be built on Microsoft, too.
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Microsoft Gold Partner

2022 US Analytics Partner of the Year

350+ 53

Microsoft Partner
Awards

Microsoft clients
served in 2021

Microsoft Solutions

Enterprise application Data architecture
strategy and

deployment

Cloud architecture

and migration
DevOps

Product engineering
Data visualization and

Artificial Intelligence \
storytelling

and machine learning



Govern, protect, ana
manage your data estate

Understand & govern data Safeguard data, wherever it Improve risk and compliance
Manage visibility and lives posture

governance of data assets Protect sensitive data across |dentify data risks and manage
across your environment clouds, apps, and devices regulatory compliance

requirements
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The evolution of data is complex,
moving outside of the traditional
borders of business
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Organizations lack visibility into their data estate ~ Siolom | &% Vicrosoft
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Year over year, the amount 93% of data within an
of data available grows organization is dark
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The landscape is fragmented, creating risks siclom | & vicrosoft
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Exposure gaps Missed regulatory Impeded digital Failed audits Brand reputation
requirements transformation at risk
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It's challenging to find
a solution that
integrates with hybrid
environments
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90

of organizations
are multi-cloud

find it hard to manage
fragmented compliance
and risk related solutions

80«

of decision e
purchased multiple products
to meet compliance and
data-protection needs

A majority have
purchased 3+ products
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About Microsoft Purview

Comprehensive solutions to help govern, protect,
and manage your data estate




What is Microsoft Purview?

slalom | BE Microsoft

Microsoft Purview brings together solutions from Microsoft's compliance and data

governance portfolios

Understand and Govern Data
Microsoft Purview Data Map
Microsoft Purview Data Catalogue

Microsoft Purview Data Estate Insights

Safeguard Data

Microsoft Purview Information Protection
Microsoft Purview Data Loss Prevention
Microsoft Purview Insider Risk Management

Microsoft Purview Data Lifecycle Management
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Business
Processes and
Technology

Improve Risk and Compliance

Microsoft Purview Compliance
Manager

Microsoft Purview Communication
Compliance

Microsoft Purview eDiscovery

Microsoft Purview Audit
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People First

We aren't just here to
implement technology; we
are here to implement
technology that works for
you.

We work alongside your
teams to bring business
process and technology
together.
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Security in harmony with your business

Impactful Delivery

Leverage our industry and
product expertise to quickly
navigate everchanging
compliance and regulatory
requirements.

Enable flexibility with
solutions and policies
tailored to your unique
needs.

Technology that empowers your business

Long Term Planning

Set you up for a successful
future, drive meaningful
impact, and limit business
disruption.
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What’s next for ?

Connect with us to schedule a:

* 1:1 Demo for you and your team
* Proof of concept in your environment
« Customized Strategy Session

* Requirements Gathering and Implementation Roadmap
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Understand and

govern data

Manage visibility and
governance of data assets
across your environment
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Microsoft Purview Data Map

Unify and make data meaningful across your environment

= Graph describes the data assets and their
relationships across your data estate
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Microsoft Purview Data Catalog

Enable effortless discovery of trusted data

Microsoft Azure | Purview » Adatum Corp @ & 0?2 & MICROSOFT
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=> Search, browse, and curate data
= Intelligent recommendations

= Lineage visualization



Microsoft Purview Data Estate Insights

Gain a bird's-eye view of your data landscape
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Safeguard data,
wherever it lives

Protect sensitive data across
clouds, apps, and devices

S|CI|0m ©2022 Slalom. All Rights Reserved. Proprietary and Confidential.



Microsoft Purview Information Protection

An intelligent, built-in, and extensible solution to know and protect sensitive data
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= Discover and classify data at scale using automation
and machine-learning

Built-in labeling and protection
Platform extends the protection experience

Encryption built into Microsoft 365: at rest, in transit,
and in use



Microsoft Purview Data Loss Prevention
Prevent accidental or unauthorized sharing of sensitive data

E = Automatically enforce compliance with regulations
and internal policies across cloud and on-premises
Endpoint
= Extend DLP policy to both Microsoft and
% 101010 non-Microsoft endpoints, on premises file shares,
O 0101 ° user apps, browsers, and services
Cloud

= Apply flexible policy administration to balance

‘ user productivity
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Microsoft Purview Insider Risk Management

Identify and act on insider risks with an integrated end-to-end approach

= Identify risky activity and hidden risks with
customizable templates and contextual
insights

R 2
= Maintain user privacy with built-in controls
that keep user data anonymous

[ &~
= Enable collaboration across security, HR, and

legal with integrated investigation workflows <<
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Microsoft Purview Data Lifecycle Management
Classify and govern data at scale

@
O = Retain or delete data and manage records where users
Microsoft 365 O collaborate to manage risk and prevent productivity loss
D & K O > Demonstrate compliance with label analytics
P y
a o . O insights, defensible disposal, and rich audit trails
O
Non- = Manage non-Microsoft data import with pre-built
Microsoft dat J P P
® ® crosott data data connectors*
B3y .
Q@ d
o
o

Powered by an intelligent platform

I I *Pre-built data connectors include connectors built by Microsoft and by partners — Veritas, Telemessage, CellTrust and 17a-4 LLC. Except for Veritas,
slaom o Telemessage, CellTrust and 17a-4 LLC, Microsoft does not have direct relationships with the data source companies in bringing these data connectors to
the platform.



Microsoft Purview ecosystem

Extend, integrate and automate compliance solutions beyond Microsoft 365

= Hight fidelity multi-cloud data ingestion from 70+
sources and benefit from multiple Microsoft

Purview solutions :
= In-place multi-cloud data classification covering /@ G\

35+ sources

%

= APIs to integrate and automate Microsoft Purview Microsoft
solutions with existing applications and services

(e.g. McAfee, Netskope, Relativity) o

o |fo

(6 9
G Purview .
© 0

= Identify and protect sensitive information that is
unique to your organizations using ML and built-in
customizations L, —

<> Built-in workflow automation with Power
Automate
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Improve risk and

compliance posture

|dentify data risks and manage
regulatory compliance
requirements
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Microsoft Purview Compliance Manager

Intuitive end-to-end compliance management

= Manage end-to-end compliance from
easy onboarding to control
implementation

Compliance Manager

’ ‘/‘ Your compliance score: 65%

= Configure out of the box assessments
to meet your requirements across all
assets

= Simplify compliance with continuous 1254/2000 points achieved
assessments, automated control
mapping, and a compliance score

sladlom o



Microsoft Purview Communication Compliance

Quickly identify and act on code-of-conduct policy violations

= Intelligent customizable playbooks detect e -l
. . "
violations across Teams, Exchange, and
third-party content %
= Flexible remediation workflows enable quick
action on violations, like remove incriminating
messages on Teams e

= Identify and investigate communications risks w E

while maintaining end-user privacy
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Microsoft Purview eDiscovery

Discover, preserve, collect, process, cull, and analyze your data in place

= Preserve content by custodian, send hold
notifications, and track acknowledgements

= Review and manage static sets of documents
within a case, that can be independently
searched, analyzed, shared, and acted upon

= Near duplicate detection, email threading,

themes, and ML models to identify potential
high value content and make the review

process more efficient
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Microsoft Purview Audit

Power your forensic and compliance investigations

= Tap into additional events that are important
for forensic investigations (e.g. mail items
accessed, mail send, user search)

= Preserve audit logs for up to a year, with
option for 10-year retention add-on

= High bandwidth access to data with ~2x the
baseline
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