
Zero Trust Design



Independently audited and certified expertise



Plan

How What Value

- Deep dive requirement gathering workshops with 
CISOs and technical leads

- Deep analysis of security vulnerabilities
- Low-level phased Zero Trust design

Zero Trust Design

Outline the 
transformational vision

Plan using real and 
current assessment 
data

Reduce operational risk

Assess Plan Implement Operate



Summary of works

Benefits

Requirement gathering workshops
Workshops will be held with technical 
stakeholders to discuss in more depth 
the impact of implementing quick wins 
and urgent tasks and time needed to 

implement the remediations outlined at 
the Discovery phase.

Design
Cloud Direct will create low-level 

design documents to present to the 
customer.

The immediate next steps will be linked 
to the implementation of the agreed 
quick wins and urgent actions. The 
design for this phase will detail the 

deployment for the next set of 
iteration of security improvements into 

the customer environment.
Build a strategic roadmap

This service will provide insight and 
recommendations on how to adopt Zero 

Trust.

Zero Trust Design
Positioning

Adopting Zero Trust
The Zero Trust Design will take 

the information from the Discovery 
phase and move it to the next step 

by running workshops with 
stakeholders, functional deployments, 

and organisational requirements.

Stakeholder walkthrough 
A walk through of the analysis, 

requirements and proposed solution 
with stakeholders.

Helping all parties understand the 
findings and recommendations to 
help inform a business decision on 

next steps.

A roadmap detailing the time and 
resources needed to implement Zero 

Trust measures.

Walk through with key business 
stakeholders.

Deliverables

Assess Plan Implement Operate
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