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MANAGED XDR SECURITY SOLUTION
FOR THE MIDMARKET (SMC)
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EFFECTIVE PROTECTION )

abtis bundles many years of competence, expert
know-how and professional cloud tools in a
Managed XDR Security Solution. Everyﬁnng is
orchestrated and continuously developed in the -
in-house Cyber Defense Operations Center
(CDOC). In this way, we offer effective protectlon
around the clock, fast response times and the
involvement of security professionals when
needed, at economically reasonable conditions.

PROTECT

“24x7
CcDhoC
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A new level of security for the ﬁndnfarket (SMC)

We professionalize their security manageyent W|th a whoIe ecosystem of coordin /ated
components, experts and | processes

b w =

« Security for cross-site coIl\aborationtwith m@ile deviys and cloud s/ervice =
« Zero Trust as a strategic cyber securlty model Com}nunlcatlon channel/s, end devices and

digital identities are equally protected / - > :
 Bundled competencies and advanced technologles in the "Cyber Defense Operatlon Center".
N 7z
« Professional handling of security |nc|dents through "Incldent Response Service".

« Continuous protection (24x7x365), early detection and rapld response when needed

- Transparency on protection status, security gaps, attacks and threats in the "Security Portal".
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M365 Security - Cyber-Security Best-of-Suite

NIST ) .
Cybersecurity Identify (assets) B Dllgﬁnt'fzwp 0 Dewcesf o Apps & Data

Framework

\‘/ Azure AD / AD D Modern Workplace u Office 365

Protect [E3] Microsoft Endpoint f
. . . - Microsoft
(security baseline) Microsoft 365 Conditional Access = Manager Exchange Online [Nionation

E3 Security EOP, SPF, DKIM :
@ Multi Factor Microsoft Defender DMARC ( P""ﬁcf)"ﬂ!‘ )
manual lapelling

Authentication for Endpoint P1

Microsoft 365

On-premises Microsoft Defender Microsoft 365 Defender ES Securit
tect Rspon

Microsoft Sentinel
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Governance".

businesses possible.

Member of

Microsoft Intelligent

Security Association

= Microsoft

N

Top class security expertlse

abtis is a member of the Microsoft Intelligent Security Assocition and
holds the Microsoft Certified Professional Competence for Securlty as
well as the Microsoft Advanced Specializations "Threat Protection’,
“Ildentitiy and Access Management" and "Informatlon Protectlon and

We make sophisticated MXDR Security Solutions for medium-sized

Microsoft
Partner

B® Microsoft

o / > 8 &

Windows Server and SQL Server
Migration to Microsoft Azure

Linux and Open Source Database
Migration to Microsoft Azure

Kubernetes on Microsoft Azure
Calling for Microsoft Teams
Teamwork Deployment

Modernize Endpoints

Adoption and Change Management
Indentity and Access Management

Meetings and Meeting Rooms
for Microsoft Teams

Threat Protection
Information Protection and Governance

Microsoft Windows Virtual Desktop
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