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The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 
software vendors and managed security service providers that have integrated their 
security solutions with Microsoft to better defend against a world of increasingly 
sophisticated, fast-moving threats.
aka.ms/MISA

Azure Active Directory
Secure access for a connected world

Netskope Security Cloud integrates with Azure AD to help secure access 
to any SaaS or Cloud application and provide SSO for users into Netskope

CUSTOMER BENEFITS

Netskope Security Cloud

Companies using Netskope can 
activate and use these apps for free

Learn More

Microsoft@netskope.com

Free Trial

Contact

Netskope has published Azure AD gallery applications to allow customers to easily enroll and provision users into their Netskope
tenant.  Additionally, a separate Azure AD gallery application is available to Netskope administrators to facilitate granular RBAC into 
their Netskope administrative interface.  Netskope client can also be easily deployed using Microsoft Endpoint Manager.

Microsoft Azure Active Directory (Azure AD) provides a complete identity 
and access management solution with integrated security to manage 
and protect all your users and data. Azure AD is a universal identity 
platform that integrates with Office 365, Windows, Intune, thousands of 
SaaS applications, and your hybrid identity environment to meet the 
needs of today’s enterprise.
Empower employees, partners, and customers to be productive by 
providing seamless, secure sign-in experiences to applications and 
services while protecting them. Azure AD offers rich signal and security 
controls to help protect identities from threats. Protect user credentials 
by enforcing strong authentication and Conditional Access policies. 
Efficiently manage your identities by ensuring that the right people have 
the right access to the right resources.

Provide an easy, fast sign-in experience 
to improve productivity and minimize 
friction
Protect access to resources and data 
using strong authentication and risk-
based adaptive access policies
Manage employee, partner, and 
customer identities and access to all 
your applications in a central location
Control access to apps and data for all 
users and admins efficiently with 
simplified identity governance.

• Integrated provisioning of Azure AD users into Netskope tenant 

• Leverages Microsoft user and group identity for conditional access to thousands of 
federated and non-federated applications

• Enable automatic and seamless enrollment into Netskope Security Cloud tenant 
based on Azure AD credentials and MFA

• Providing seamless SSO into Netskope Administrative console for administrators


