
Entra Customer Identity 
Security Quick Start 

INFORMATION AND CLOUD SECURITY

The Microsoft Entra Customer Identity Security Quick Start is a predictable and reliable 
program that allows you to immediately leverage your Microsoft investments. You’ll 
receive high velocity, measurable outcomes and initial control frameworks for 
customer identities inside Azure B2C—at a fixed price in a fixed time frame.

Entra Quick Start improves time to value

Securely move identities to the cloud

Quick Start deliverables

• Achieve a production pilot of Azure B2C connected to an instance of one    
 application to meet the enterprise customer identity and access management  
 (CIAM) requirements and complete these outcomes:
•  Acquire developed custom B2C policies to handle common authentication   
 scenarios for a single application
•  Configure out-of-the-box UI personalization in the Azure B2C portal
•  Address post go-live support for one application

Is your organization heavily invested in moving customer identities to the cloud? Microsoft’s 
CIAM—Azure B2C—allows you to securely move external and internal identities to the 
cloud and send the same information to applications in a protected, standardized manner. 

55%

To connect with the team and learn more about Edgile’s Quick Starts, please visit edgile.com/cloud.

MICROSOFT SECURITY 
SYSTEM INTEGRATOR 
OF THE YEAR

Microsoft Partner of the Year
2021 Modernizing Applications
2020 Data Estate Modernization

Microsoft Advanced Specializations
Identity and Access Management
Information Protection and Governance
Threat Protection

PRICING AND DURATION
Save up to--% through 

Microsoft-funded incentives 

14 weeks

$350,000

ED-040622A

Replace outdated IAM systems

Securely communicate 
with applications

Establish standardized processes
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