
GAIN A BIRD’S EYE VIEW ACROSS  
YOUR ENTERPRISE WITH SIEM FOR A 
MODERN WORLD
Microsoft Sentinel delivers intelligent security analytics and threat 
intelligence across the enterprise, providing a single solution for alert 
detection, threat visibility, proactive hunting, and threat response.

Get an overview of Microsoft Sentinel along with insights on active 
threats to your Microsoft 365 cloud and on-premises environments 
with a Microsoft Sentinel Workshop.

CHOOSE THE APPROACH THAT’S BEST 
FOR YOU
Every organisation is different, so this workshop can be customised to 
fit your environment and goals.

We can provide either of two scenarios:

Remote monitoring
If your organisation doesn’t have its own Security Operations Center 
(SOC), or if you want to offload some monitoring tasks, we will 
demonstrate how BJSS can perform remote monitoring and threat 
hunting for you.

Joint threat exploration
If your organisation is interested in learning how to integrate Microsoft 
Sentinel in your existing SOC by replacing or augmenting an existing 
SIEM, we will work with your SecOps team and provide additional 
readiness to bring them up to speed.

MICROSOFT  
SENTINEL WORKSHOP

WORKSHOP HIGHLIGHTS

Understand the features and benefits of  
Microsoft Sentinel

Gain visibility into threats across  
email, identity, and data

Create a defined deployment roadmap 
based on your environment and goals

Develop joint plans and next steps

Better understand, prioritise, and 
mitigate potential threat vectors

Analyse your 
requirements and 

priorities for a  
SIEM deployment

Define scope and 
deploy Microsoft 
Sentinel in your 

production 
environment

Remote monitoring*  
and proactive threat 
hunting to discover 

attack indicators
*optional component

Discover threats and 
demonstrate how to 
automate responses

Recommend 
next steps on 

how to proceed 
with a production 
implementation of 
Microsoft Sentinel

WHAT WE’LL DO

Through this workshop, we will work with you to:

	> Discover threats to your Microsoft 365 cloud and on-premises 
environments across email, identity, and data

	> Understand how to mitigate threats by showing how Microsoft 365 and 
Azure security products can help mitigate and protect against threats  
that are found

	> Plan next steps and provide information to build a business case for 
a production deployment of Microsoft Sentinel including a technical 
deployment roadmap.

In addition, depending on the selected scenario, you will also:
 
Experience the benefits of a managed SIEM 

With a true cloud native SIEM, managed and monitored by our cyber security 
experts (Remote Monitoring scenario).

Receive hands on experience

Learn how to discover and analyse threats using Microsoft Sentinel and
how to automate your Security Operations to make it more effective
(Joint Threat Exploration scenario).

WORKSHOP OBJECTIVES



BJSS works with some of the world’s largest public and private sector organisations:
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Trusted by our 80 active clients, we collaborate to deliver complex, innovative 
technology, engineering and industry solutions that millions of people use every day.

Energy, 
Commodities 

& Utilities

Financial   
Services

Health &   
Social Care

Public 
Sector

Retail & 
Consumer 

Markets

With over 25 years’ experience in working with Microsoft technology, 
Gold Partner status and Partner of the Year finalist for 2019/2020, 
BJSS has the expertise to design, build and deliver best-of-breed 
Azure solutions for your organisation.

WORKING IN PARTNERSHIP

BJSS, the leading technology and  
engineering consultancy

Talented people working together  
on complex projects>2,300

Locations across the UK, Europe,  
USA, and Australia26

Active engagements within  
Retail & Consumer Markets>30

Tightly-integrated services, all underpinned and  
delivered by Enterprise Agile®
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