
Stop threats before they cause harm. Explore Microsoft Sentinel’s unique capabilities in Security 
Information and Event Management (SIEM) and Security Orchestration and Automated Response 
(SOAR) with Nous Infosystems’ 2-week POC.

With more than two decades of product engineering and application development experience, Nous has 
built a robust body of knowledge regarding security. Our experts will help design, experience, and adopt 
Azure Sentinel to secure your products and applications. 
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Learn more about Nous' Azure services   Click Here
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https://www.nousinfosystems.com/microsoft/azure

Agenda

Analyze existing infrastructure and Azure 
subscriptions 

Jointly define the scope of the POC* 

Configure and deploy Azure Sentinel 

Create and demonstrate playbooks to 
automatically detect and notify/remediate 
threats
Implement a full-fledged roadmap of 
Azure Sentinel and supporting services 

Current state assessment report  

Azure Sentinel, configured and deployed 
within defined scope

High-level Azure Sentinel and supporting 
services implementation roadmap 

Deliverables

*Scope can include a maximum of 5 Azure VMs, on-premises, and AWS workloads

SIEM and SOAR with Azure Sentinel
2-Week Proof of Concept


