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WINNER

Compliance Trailblazer

The only Al that understands
your information like a human
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Put Microsoft Information Mitigate Ransomware Minimize Insider Risks
Protection on Autopilot Damages

Autonomously maps your
company'’s critical information

Today, information discovery tools focus on identifying regulated information.
Cognni's human-like understanding is the key to mapping and classifying all the
critical information assets in your company.

Your Company'’s

Regulated data Critical Information
o Social security o0 Legal - POA, Agreements...
numbers

O HR - Recruitment, Descipline...

O GDPR Information
O Finance - Salaries, Accounting...

O Personal Info
O Governance - Committees...

o Credit card numbers
O Business - SOW...

Be the security superhero

O Use Cognni to autonomously understand your information beyond regulated
data with a uniquely powerful Al-based approach.

Achieve the impossible. Try it now.

www.cognni.di



Immediate ROI
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save 10,000+ hours monthly

" by mapping your information autonomously
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Show results from  February 2021 v Analyzed Between Feb 2, 2021 - Apr 25, 2021

Display results as Percentage

Your information at a glance

m Files D Folders O  Employees o
February 2021 February 2021 ) February 2021 5 — m I n u te Setu p
136 Legal 6 contain Legal 15 have access to Legal °
86 HR 5 contain HR 20 have access to HR
212 Financial 8 contain Financial 24 have access to Financial
152 Governance 10 contain Governance 29 have access to Governance
100 Business 6 contain Business 23 have access to Business ° R u n S O u t Of t h e bOX
255 Other 22 contain Other 37 have access to Other

] External Access Organizations () Data Sources

B February 2021 n February 2021 G % of shared information per data source .
- ° No user involvement

12 have access to HR 6 have access to HR

18 have access to Financial

14 have access to Governance

19 have access to Business

11 have access to Financial

5 have access to Governance

9 have access to Business

@ 514 a

17 have access to Other 6 have access to Other Teams SharePoint  OneDrive  Exchange

Mapping
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Show results from  February 2021 v Analyzed Between Feb 2, 2021 - Apr 25, 2021

g Emily-Rose Swift - emilyrose@probotai.onmicrosoft.com ® Add subject to watchlist

g Information Risk Activities Summary
A breakdown of the risks posed by user activities, by events A summary of the activities involving the user, by event February 2021 Total
f'ol Information risks detected in February 2021 + o Employees that received information from Emily-Rose Swift - 12 12
™ emilyrose@probotai.onmicrosoft.com
S Information Overvi
(al,) nformation Overview o Employees that sent information to Emily-Rose Swift -
An overview of the types of information involved in user activities, by files ™ emilyrose@probotai.onmicrosoft.com n n
¢
: G Legal [ | 5.5% +
o External contacts that received information from Emily-Rose Swift - - 5
R emilyrose@probotai.onmicrosoft.com
D 2 HR ( 1.2% +
Organizations that received information from Emily-Rose Swift - ” A
a $ Financial G 66.5% + emilyrose@probotai.onmicrosoft.com
= ﬁ Governance q 3.7% + o Personal contacts that received information from Emily-Rose Swift -
= a i i . 1 1
emilyrose@probotai.onmicrosoft.com
[ﬁ] Business 1.2% +
C] Folders where files are accessible to Emily-Rose Swift - 3 8
emilyrose@probotai.onmicrosoft.com
< other [ | 22% +
D Files that are accessible by Emily-Rose Swift - 15 115
- emilyrose@probotai.onmicrosoft.com
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CERTIFIED

GDPR
x4+ COMPLIANT

Enhance Visibility Accelerate Protection Be Compliant



