
CTAntifraud – SECURITY OPERATIONS CENTER EXPERT

CLOUD TARGET has a 24x7 SOC with experienced professionals automating
and implementing Security to your Company needs.

• Automatic detection of created users or inappropriate VMs

• Automated deployment to multiple Tenants/Subscriptions 

• Automated response for blocking users or VMs

• Automated Processes for Cost Control (Logs ingestion not required)
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COMMITMENT

• 24x7 Monitoring of Improper 

Identity and Access

• Automated Detection & 

Response

• This monitoring stops the

attacker in the initial phase

PRIVILEGES/PERSISTENCE 

ESCALATION

• 24x7 Identity and Access 

Monitoring focusing on 

anomalous behavior

• This monitoring indicates 

that the environment has 

already been compromised 

and the attacker is 

maintaining persistence

CTAntifraud

Stop Attacks with Artificial Intelligence and Automation

RESOURCE 

HIJACKING

• 24x7 monitoring of behaviors 

and activities caused by Azure 

subscriptions and their 

resources (if available MDC)

• Through this service pack, we 

can identify anomalous Azure 

activities

ATTACKER ACTIONS vs CLOUD TARGET SOLUTION

EXTRA: PEN TEST - QUARTERLY

MONTHLY PLANS (by Subscription billing)
• PROFESSIONAL – R$ 280,00 (Detection)  

• PREMIUM – R$ 8.800,00 (Detection and Response) 

• UNIQUE – Customized
Mínimo de 300 Subscriptions / Contrato Mínimo de 12 meses

91% 
of cyber attacks and data 

breach starts with a 

phishing attack email.

60% 
BYOD of devices are not

securely managed by IT.

80% 
of breaches envolve lost

or stolen passwords.

34% 
of all data breaches are 

caused by people inside

company.
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