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Microsoft Purview M365: 4-Week Implementation

• Problem
A large healthcare/life sciences organization had started their data governance process by creating a governance document but there were no implemented 
controls in place to enforce the documented process or even audit data that was identified as being sensitive. This caused some groups to handle data their 
own ways and, in most cases, leave the sensitive information in unsecured locations that was not being audited or monitored.

• Solution
– Spyglass worked with the customer to leverage the documented data governance strategy to establish a foundation of controls leveraging the built 

in Microsoft 365 solutions to cover the data held within Office 365, Azure, on-premises, and in other SaaS applications. The DLP, Retention, Encryption, 
permissioning, classification, labelling, and auditing policies were generated to cover and monitor all the sensitive information types and locations.

• Benefits
• Customer was able to monitor and protect the sensitive data that was being leveraged within the company. They were able to prevent protected information 

from going outside the company and/or add encryption to files that were being shared to external users. Through monitoring the files, additional controls 
and tuning was able to added to better the end user experience. All of the capabilities were introduced with minimal user impact and in line with existing 
business processes.
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