
Azure PaaS & IaaS Security Assesment
Gain a bird’s eye view across your enterprise 

security

Assesment highlights

Understanding of the 

current enviroment and 

expectations

Analysing current 

Azure AD, IaaS and 

PaaS services

Determining 

necessary steps to 

increase security and 

performance for each 

analyzed layer.

Creating a road map to 

implementing the 

necessary changes

Develop joint plans 

and next steps

With 1-week assessment, WeDo Technology will review the 

following components of customer’s environment.

Azure Resources

• Current Network Topology of Cloud environment

• Network and Security Groups rules belong to Vnets and 

VMs

• Application Gateway

• Azure Storage

• Azure Key Vault

• Azure Kubernetes Services

• API Management

• Azure CDN

• Azure AD

• Azure Bastion

• Azure Front Door

At the end of the assessment a list of recommended steps to implement on the environment with a 
responsibility assignment will be provided for each topic that is covered during the assessment.

With the increasing demand for the IaaS, PaaS and SaaS services on the cloud, a flexiable yet secure cloud 
infrastructure becomes a necessity. WeDo Technology’s goal is to provide its customers with a robust 
cloud enviroment and prepare their enviroment to a better future.


