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The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 

software vendors and managed security service providers that have integrated their 

security solutions with Microsoft to better defend against a world of increasingly 

sophisticated, fast-moving threats.

aka.ms/MISA

Microsoft Defender 
for Endpoint

A unified endpoint security platform for 
prevention, post-breach detection, 
investigation, and response.

BUI Cyber MDR monitors your assets 24/7/365, detecting anomalies, 
vulnerabilities and breaches with immediate response telecommand.

CUSTOMER BENEFITS

BUI | Cyber MDR

Learn More

Contact

The BUI Cyber MDR managed security service, utilizes Microsoft cloud-based security solutions to deliver preventative protection, post-

breach detection, investigation services and automation of response.  Our specialized and highly qualified Security Operations team will 

continuously monitor and manage your environment and react to breaches as they occur in a professional and non-intrusive manner.

Leveraging powerful AI and machine learning, the SecOps team strives to foresee vulnerabilities and automate response, continuously 

improving your cybersecurity posture, while reducing the attack landscape.

Microsoft Defender for Endpoint is a complete security solution powered

by the intelligent cloud that protects endpoints from cyber threats,

detects advanced attacks and data breaches, automates security

incidents, and improves security posture. It offers a rich set of APIs to

build integrated solutions. Security and data privacy are the priorities of

the platform.

Agentless and cloud-powered – built 

into Windows 10, requires no 

deployment or infrastructure; Always 

up to date. 

Unparalleled optics - built on the 

industry’s deepest threat insights and  

shared signals across domains enables 

synchronized defense and  faster 

response.

Automated security - out of the box 

automation enables security teams to 

go from alert to remediation in 

minutes – at scale.

• Managed Cybersecurity MDR Service – cybersecurity professionals monitoring, 

managing and responding to cybersecurity threats 24/7/365 from highly-secured

physical facilities. 

• Agentless¹ – no additional infrastructure or deployment required.

• Realtime Discovery and Response – quickly discover, prioritize, and remediate 

vulnerabilities and misconfigurations. 

• Tiered Cyber MDR Service – affordable per asset pricing with tiered security services, 

created to fit your budget.

Sales

sales@bui.co.za

+27 (0) 87 740 2400

https://www.bui.co.za/bui-CyberSoC/

Learn more about how BUI 
approaches security holistically.

BUI - Security

¹ Microsoft Defender for Endpoint is built into Windows 10 1703 and up and Windows Server 2019. It does not require any agents 

to be installed on these versions
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