
Content Security & Data Loss Prevention Workshop

Microsoft Purview allows FSi Strategies to assess their current compliance posture and monitor sensitive information. During this three-
day Content Security & Data Loss Prevention workshop FSi Strategies will demonstrate how an organization can protect it's most 
important asset, at the source. Ensuring that documents are protected no matter where they live. During the working sessions the 
following will be covered and demonstrated based on organization need. At the end of this engagement FSi strategies will have delivered 
the three day workshop to the client and deliver a scope of work document to review implementation options.

Day 1 - Overview

• What is Microsoft Purview
• What is a data map
• What is a data catalog
• What are data policies
• What are data estate insights

• Determine Objectives for Content Security and Data Loss Prevention
• Review existing policies and pre-requisites
• Review and determine requirements for information protection and governance in the following areas

• Data Loss Prevention
• Information Protection
• Records Management
• Privacy management
• Insider Risk Management
• Data subject requests
• eDiscovery
• Information Barriers

• Review and determine requirements for application governance
• Review data lifecycle management

Day 2 - Demonstrate 

• Walk through Purview admin center
• Demonstrate information protection and governance in the following areas

• Data Loss Prevention
• Information Protection
• Records Management
• Privacy management
• Insider Risk Management
• Data subject requests
• eDiscovery
• Information Barriers

Day 3 - Review

• Final Q&A Session
• Review needs of organization and how leveraging Microsoft Purview can secure their data
• Review deployment options and scope of work to deploy Microsoft Purview 


