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IF YOU DON’T KNOW WHERE TO BEGIN, WE’RE HERE TO HELP
SME’s often underestimate the threat and impact they face from Cyber-crime and as a result around 65% of SMEs have 
suffered a cyber-attack in the last 2 years!  This threat is only getting worse making threat protection and security more 
important than ever.

Your organisation is at risk if you do not proactively mitigate events before they become issues.

As such it’s important to have all the facts to understand the necessary steps to achieve a credible security solution. To get you 
started, Codestone will provide a comprehensive analysis of your network with detailed recommendations to help you identify 
where security improvements are required.

WHAT IS A SECURITY ASSESSMENT?
Our security assessment is a 66 point check that will provide a holistic view of your cloud and general security practices, which 
focus on the following areas:

WHY HAVE A SECURITY ASSESSMENT?
Beyond establishing your security baseline and helping you plan to be more secure, the security assessment helps to ensure 
that you are getting the most from your current Microsoft licenses. We will look to ascertain if there are any services which 
you are currently licensed for and not utilising, and if there are any services which you are not using that we recommend that 
you should.

We will provide a report, which outlines your current position, and will include recommendations on what you can do next to 
close any security gaps that are discovered.

HOW LONG DOES IT TAKE?
The security assessment is a 2 day engagement, usually done remotely.
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SECURITY ASSESSMENT 

Privileged Administration

9 checks

Email Security

8 checks

Identity Governance

6 checks

Monitoring & Response

10 checks

Identity Administration

7 checks

Teams & SharePoint

9 checks

Data Protection

10 checks

General Security Practices

7 checks


