YOU ARE
SAFE WITH
AZURE!

AZ-500 AZURE SECURITY TECHNOLOGIES: 2 DAYS
WORKSHOP

Prerequisites

Students should have at least one year of hands-on experience securing Azure workloads and
experience with security controls for workloads on Azure.

Before attending this course, it is strongly encouraged that learners acquire the knowledge
equivalent to what is assessed as part of the Microsoft Azure Administrator Associate certification.

Wins

e The Azure Security Engineer implements security controls, maintains the security posture,
and identifies and remediates vulnerabilities by using a variety of security tools.

e Responsibilities include protecting data and applications, protecting networks, managing
identity and access, implementing threat protection, and responding to security incident
escalations.

e The Azure Security Engineer often serves as part of a larger team dedicated to cloud-based
management and security, and might also secure hybrid environments as part of an end-to-
end infrastructure.

e Successful Azure Security Engineers start this role with experience in operating systems,
virtualization, cloud infrastructure, storage structures, and networking.
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