
AZ-500 AZURE SECURİTY TECHNOLOGİES: 2 DAYS
WORKSHOP

Y O U  A R E
S A F E  W İ T H

A Z U R E !

The Azure Secur�ty Eng�neer �mplements secur�ty controls, ma�nta�ns the secur�ty posture,
and �dent�f�es and remed�ates vulnerab�l�t�es by us�ng a var�ety of secur�ty tools.
Respons�b�l�t�es �nclude protect�ng data and appl�cat�ons, protect�ng networks, manag�ng
�dent�ty and access, �mplement�ng threat protect�on, and respond�ng to secur�ty �nc�dent
escalat�ons.
The Azure Secur�ty Eng�neer often serves as part of a larger team ded�cated to cloud-based
management and secur�ty, and m�ght also secure hybr�d env�ronments as part of an end-to-
end �nfrastructure.
Successful Azure Secur�ty Eng�neers start th�s role w�th exper�ence �n operat�ng systems,
v�rtual�zat�on, cloud �nfrastructure, storage structures, and network�ng.

Prerequ�s�tes

Students should have at least one year of hands-on exper�ence secur�ng Azure workloads and
exper�ence w�th secur�ty controls for workloads on Azure.
Before attend�ng th�s course, �t �s strongly encouraged that learners acqu�re the knowledge
equ�valent to what �s assessed as part of the M�crosoft Azure Adm�n�strator Assoc�ate cert�f�cat�on.

W�ns
 

 

 

www.s�dea.com.tr - �nfo@s�dea.com.tr


