## Microsoft 365

## Identity and Authentication Services

Identity and Authentication Services: Balancing productivity with security is key to modern collaboration. We will work closely with your teams to understand how your people work best to ensure the right people can access your organization's data and IT systems at the right time.

We can optimize your Azure Active Directory set up, including effective multifactor authentication (MFA), single signon (SSO), and conditional access. Self-service password reset can relieve some of the burden on IT teams. Privileged identity management (PIM) and external access help ensure remote workers can access all the tools they need securely. Add these crucial extra lines of defense with our Microsoft security services.


## Included in the service:

- Day 1 includes: Planning \& Design • Review Azure AD integration scenarios (ADFS, AAD Connect with PHS or PTA, Cloud Identities) • Self-Service Password Reset • Multifactor Authentication (MFA) • Conditional Access (CA) • Azure AD Application management
- Day 2 includes: Analysis \& Demo • Secure Score assessment • Enabling - emote access to cloud apps $\bullet$ Managing devices and apps • Protecting corporate resources • How to build your migration strategy (My Apps, Azure AD App proxy, third party application delivery controllers)

Day 3 includes: Outcome • Plans for improving identity posture through Secure Score deployment • Decisions on Azure AD integration and intication scenario design • Deployment plans for SSPR, MFA and CA design decisions • Application Classification and Prioritization Plan

## Want to ind out more?

UnifyTech has a long history of delivering successful cloud and onpremises security solutions to customers. The outcome of this assessment is an actionable road-map providing guidance, recommendations, and best practices on how to successfully implement
 Office 365 while meeting your organization's security requirements.

