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ABOUT US

CONQUEST CYBER IS A MISSION-DRIVEN, SPECIAL-OPERATIONS-LED 
INTEGRATED CYBER RESILIENCY SOFTWARE COMPANY CREATED  
TO ADDRESS THE REALITY THAT CYBER RISK IS BUSINESS RISK.  
OUR MISSION IS TO ENSURE THE CYBER RESILIENCY FOR THE SECTORS 
CRITICAL TO OUR WAY OF LIFE.
Built on top of the Microsoft 365 Defender (XDR) and Azure Sentinel, critical infrastructure sectors, including federal, 
defense, healthcare, FinServ, energy, and the industrial base, trust the Conquest ARMED™ platform to connect the dots for 
security operators by leveraging contextualized asset and software inventory, vulnerability data, threat intelligence, and risk 
assessment to provide truly risk-informed management, monitoring and incident response. Backed by extensive industry 
expertise, Conquest Cyber’s holistic approach to cyber risk management helps organizations automate manual cybersecurity 
processes, identify cyber threats, evaluate and manage cyber risk, take preventative action, and strategize remediation.

EXECUTIVE TEAM OVERVIEW

JEFFREY J. ENGLE
Chair and President

SARAH NURSE
SVP of Operations

GERARD AMARO
Executive Director 
and CRO

CINTHYA BEATO
AVP, Corporate  
Operations and Legal

JASON WEISS
Chief Software Off icer

MERCEDES JORGE
VP, Marketing

DOUGLAS KIM
VP, Cyber Risk

DAN MCINTYRE
VP, Cyber Operations

CHRISTEN PRASSE
Head of Strategic 
Accounts

MICROSOFT PARTNERSHIP 
At Conquest we leverage our close strategic relationship with Microsoft to enable XDR and Azure Sentinel through our 
automation and proprietary approach that drives adoption and active usage of all Microsoft security tools to enable 
compliant, mature, and effective outcomes for our mutual clients. We have worked very closely with the Microsoft’s 
Aerospace and Defense Team, as well as with other teams across the Microsoft ecosystem.

Our experience ranges across Microsoft 365 and Azure clouds 
with advanced experience in the Government Community Cloud 
and Government Community Cloud High for Defense Industrial 
Base customers. Our software adds to Microsoft 365 E5 and Azure 
Sentinel, allowing an organization to protect its assets from a 
variety of cyber-attacks and get full visibility and control of their 
cybersecurity program.

• Microsoft affiliations:
• Microsoft Gold Partner
• FastTrack Ready Partner
• On the approved ECIF list
• Microsoft Information Security

Association (MISA) member
• Part of Microsoft’s CMMC

Accelerator program



U.S.-Managed Microsoft 
Gold Competency Partner 
for 12-plus years 

info@conquestcyber.com 
954-308-5105
conquestcyber.com

Achieve cybersecurity extended detection and response (XDR) by combining Conquest’s powerful ARMED™ platform with 
managed Microsoft® Sentinel. Organizations rely on a growing number of cloud and online solutions for communications, 
operations, and sales. Each new tool represents another opportunity for hackers to access sensitive data and disrupt your 
business. XDR provides exceptional visibility and smart defense measures across your entire attack surface.

EXTENDED DETECTION AND RESPONSE 

ARMED CONNECTS RISK AND OPERATIONS 
ARMED applies ongoing risk assessment directly to everyday cybersecurity operations. Factors like your organization’s 
unique threat profile and asset inventory affect how the system escalates/deescalates incidents alerts.

PROTECT YOUR DATA 24/7/365 
Cybersecurity personnel are in short supply, and internal teams can no longer keep up with increasingly complex cyber 
threats on their own. ARMED continuous monitoring keeps you informed 24/7/365. By applying artificial intelligence (AI), 
contextual data, and risk, the platform helps reduce noise and fatigue so your team can focus on the threats that matter.

INTELLIGENT SECURITY SOLUTIONS 
ARMED enriches raw alerts from Microsoft Sentinel with contextual data from your environment and other external 
sources across the Conquest ecosystem. It uses machine learning to connect the dots and provides valuable 
perspective needed to identify critical threats.

WITH ARMED™ + MANAGED SENTINEL 

ARMED™ MANAGED SENTINEL

ARMED is a complete cybersecurity solution 
designed specif ically for critical infrastructure 

and highly regulated industries, including 
healthcare, energy, f inance, and manufacturing. 
ARMED provides radical transparency and the 
control you need to demonstrate compliance, 

defend against risk, and stay ahead of the game 
— all through one centralized platform. 

Conquest provides setup and management for 
Microsoft® Azure Sentinel, fine-tuning a wide 

range of controls to match your business’s 
unique demands and risk profile. As a Microsoft 

Gold Partner, Conquest has specialized 
expertise and tools designed to work with 

Microsoft security solutions. 
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SECURITY  
ALERT

ENVIRONMENTAL 
CONTEXT

ESCALATE/
DEESCALATE 
AS NEEDED

EXTERNAL  
CONTEXT ALERT

EXPERIENCE ARMED XDR + MANAGED SENTINEL 
Schedule a demo of our Strategic Cyber Operations platform with extended detection and response (XDR) and 
Managed Sentinel. 


