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KEEP YOUR EMPLOYEES PRODUCTIVE AND SECURE ON THEIR

FAVORITE APPS AND DEVICES

CLOUD APP SECURITY

Whether you're in the cloud or not, your employees are. Microsoft Cloud App Security brings the security of your on-premises 

systems to your cloud applications - both approved and unapproved - for deeper visibility, comprehensive controls, and enhanced 

protection against cloud security issues.

Microsoft Cloud App Security gives you:

APP DISCOVERY

Discover all the cloud apps in your 

network, gain visibility into Shadow IT 

and assess risk—no agents required.

DATA CONTROL

Shape your cloud environment with 

granular controls and use out-of-

the-box or custom policies for data 

sharing, and data loss prevention.

THREAT PROTECTION

Identify high-risk usage and cloud 

security issues, detect abnormal 

user behaviour, and prevent threats



PRODUCT VALUE

CLOUD APP SECURITY

Bring the security of your on-premises systems to your cloud applications. Provide deeper visibility, granular data controls, and enhanced threat protection.

Cloud App Security provides a comprehensive, intelligent security solution that extends the visibility, real-time control, and security you have in your on-

premises network to your cloud applications. 

Discover and get risk assessment

Identity cloud apps on your network, gain 

visibility into shadow IT, and get risk 

assessments and ongoing analytics.
Detect threats

Identity high-risk usage and detect unusual behaviour 

using Microsoft threat intelligence and research

Control access in real time

Manage and limit cloud app access based on conditions and 

session context, including user identity, device, and location.

Protect your information

Get granular control over data and use built-in or custom policies for data sharing 

and data loss prevention



CUSTOMER BENEFITS

CLOUD APP SECURITY

High flexibility: the solution grows 

according to your needs

Information and infrastructure’s 

high availability

Increase your customers 

satisfaction

Protect your environment from accidental 

data leaks or third party interference

Short learning process: easy 

adoption for your staff

The fast transition to cloud apps may leave you concerned about storing corporate data in the cloud and making it accessible to users 

anywhere, particularly since legacy security solutions aren’t designed to protect data in SaaS applications.



FASTLANE PROGRAM

CLOUD APP SECURITY

BASIC PACKAGE PROFESSIONAL PACKAGE PREMIUM PACKAGE

Onboarding Data Control Findings

4 000,00 € 8 000,00 € 13 000,00 €



OUR OFFER

CLOUD APP SECURITY

BASIC PACKAGE PROFESSIONAL PACKAGE PREMIUM PACKAGE

• 1 week form completion

• Onboarding in Azure

• Activation Subscription

• 2 week form completion

• Data Discover

• Log Uploads

• All Features from Basic 

Package

▪ 3 week form completion

▪ Finding and Analyses

▪ All features from professional 

package



OUR OFFER - FEATURES

CLOUD APP SECURITY

BASIC PACKAGE PROFESSIONAL PACKAGE PREMIUM PACKAGE

• Azure AD Activation

• Sign In to Cloud App Security and add 

subscription

• Manage admin access to portal

• Define internal IP ranges

• Connect and Discover Office 365

• Identity Use cases and solution overview 

• Monitor incoming user activity and files 

data as well as service network impact

• Log upload configuration

• Manage and identify risky apps

• SIEM connector

• All features from Basic Package

• Identify unsanctioned apps

• Review log and Built-In reports

• Setup automated reports and SIEM setup

• All features from Professional Package
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