
Secude & 

Microsoft Information Security (MIP)



SAP and CAD data loses critical enterprise protections when 

it’s shared externally.

Our SAP and PLM repositories restrict user access to our data on the 

internal network. We need this protection when the data is exported to Excel, 

meaning anyone in the company can access the information.

Internal security 
concerns

Manual 
protections

When accessing SAP or CAD data outside the corporate network, we must 

manually apply data protections.  This is time consuming and does not offer 

the same level of protection provided directly by Microsoft Information 

Protection (MIP).

Limited 
data access

We do not have a reliable and efficient way to protect our SAP and CAD data 

once it is shared outside the network. This impedes our ability to collaborate 

and work with partners and vendors who we rely on for the success of our 

business operations.

Compliance 
concerns

We are not in compliance with data privacy and international and industry 

regulations when we share SAP data with partners and vendors.



HALOCORE® and HALOCAD® 

extends Microsoft Information 

Protection (MIP) for SAP and 

CAD data. 

Greater MIP Value

Extend the discovery, classification, labeling, 

and monitoring capabilities provided by 

Microsoft Information Protection.

Secure Collaboration

Share data and collaborate with partners, suppliers, 

and others knowing your sensitive data is protected.

Data-Centric Protection

Monitor and protect sensitive SAP and CAD data 

beyond the security of the network.



Security policy compliance
With HALOCORE® and HALOCAD®, your 

classification-based MIP policy assignments 

are carried over automatically.

Intercept unauthorized access
Monitor and control external data flow, 

intercepting unauthorized data requests  to 

understand what data is being shared outside 

the corporate network.

CAD and PLM app support
CAD and PLM applications cover Autodesk 

Inventor/AutoCAD, PTC Creo, Siemens NX & 

Solid Edge, Siemens TeamCenter, SAP PLM, 

Creo Windchill,  Dassault CATIA, and 

SolidWorks (planned).

Data-centric 

Protection



Enhance supplier/vendor interactions
Boost supply chain efficiencies throughout 

supplier and vendor engagements.

Always-on protection
Ensure your compliance policies are 

maintained outside the firewall and remove 

manual data protection steps from the hands 

of suppliers and vendors.

Expedite supplier onboarding
With HALOCORE® and HALOCAD®, 

you can ramp up new suppliers faster 

and with less friction while establishing 

compliance policies. 

Secure 

Collaboration



Increase your MIP ROI
HALOCORE® and HALOCAD® extend your 

MIP protections to any endpoint using SAP 

or CAD data. 

Extend MIP capabilities
All MIP capabilities are automatically 

provided to externally requested data, 

providing the same security both internally 

and outside the network.

Consistent labeling
The MIP labels used for sensitive data can 

be applied beyond the manual protections 

of the M365 E5 scanner.

Greater 

MIP Value



Getting started

→ Request a demo: 
https://secude.com/contact 

→ Learn more about HALOCAD at 
https://secude.com/halocad 

→ Learn more about HALOCORE at 
https://secude.com/halocore




