
What is a SyCom Stay Connected Security Workshop?
Microsoft is a recognized leader in providing intelligent security tools to help 
your employees stay productive and secure, especially in remote working 
scenarios. Many of the security tools are built into the Microsoft licensing 
models that you already have. SyCom has developed a three-hour workshop 
to deliver a low-cost consultation session to help you understand the threat 
landscape, consider best practices, and plan for how to lower your risks. 
SyCom will also help you determine what tools you already have, which tools 
are active or may need to be turned on, and how the tools work in tandem 
with other security solutions you have in place.

WHAT’S NEXT?
Ready to discuss the next steps toward booking this low-cost, fixed-fee 
SyCom Stay Connected Security Workshop? Contact your SyCom Account 
Manager with questions or more information.
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SyCom Security Team 
Certifications 

• SANS Cyber Guardian 
(Red+Blue) – 1 of 34 in the world

• GIAC Cyber Security Leadership

• ISACA - Certified Information 
Systems Auditor

• ISC2 - Certified Information 
Systems Security Professional

• Microsoft 365 Identity and 
Services, Mobility and Security, 
and Security Administration

• Azure Security Technologies

Stay Connected  
Security Workshop 

Here’s how it works:
WORKSHOP ENGAGEMENT

A SyCom Consultant and Microsoft Engineer meet on-site with business and 
IT leaders for a three-hour working session. This session begins with an open 
discussion around Information Security fundamentals, CIS controls and standards, 
and a Business Impact Analysis review. With this shared knowledge, the focus shifts 
to a Microsoft Security Review highlighting the Microsoft Security Tools as they map 
to recommended CIS Controls. The SyCom Consultant captures best practices, gaps, 
and recommendations in a checklist for the customer’s final documentation.

WORKSHOP SESSION FOCUS AREAS

•	 Cybersecurity Overview

•	 Business Impact Analysis

•	 Microsoft Security Tool Mapping

•	 NIST Cybersecurity Framework

WHAT YOU GET

•	Three hours with a SyCom Consultant and Microsoft SE to discuss your 
environment and ask questions.

•	 A customized checklist of Microsoft tools to activate or deploy to guide you in 
next steps to further enhance your security posture.  

•	 Verizon Data Breach Report 

•	 CIS Controls 

•	 CIA Triad


