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- Analysis of your subscription activity logs has detected a suspicious behavior. A principal that doesn't regularly use
[T . Azure: Suspicious PowerShell to manage the subscription environment (hasn't used PowerShell in the last 45 days, for a subscription that it is
2019-06-12 05:22:32 SEs - Europe Medium  Security management . o . : . . ' FIX T
[ | . ) actively managing), is now using PowerShell and performing actions that can secure persistence for an attacker.
Center session using Additional Details
PowerShell detected
o . [T ] ) - " Barracuda: CIS7.1: Ensurethat  Virtual machine exists without VM agent installed
201906120020:52 g SEs - Europe Critical Compliance VM agent is installed Additional Details e
CIS 7.2: Ensure that ; . ‘ Lo
o . [T ) - . Barracuda: . Virtual machine does not have '0S disks' enabled
201906120020:52 = SEs - Europe Critical o oliance OS disk are S onl Do FIXIT
encrypted
) Traffic from ‘ . . . : .
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