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1. A launched App will provide access to the Tracking Functionality & 

Chatbot

2. Tracking is driven by operations on the App and the Azure SQL Database

3. Access to the Chatbot is by using Direct Line API and the secret key 

generated.

Request list of 

authorized Apps

Default SQL Connectors used on 

the Power Platform to connect to 

the Azure SQL Server Database

1. https://directline.botframework.com/v3/directline/conversations

2. https://directline.botframework.com/v3/directline/conversations/{c

onversationId}/activities

3. https://directline.botframework.com/v3/directline/conversations/{c

onversationId}/activities?watermark={id}

HTTP Post and Get Calls with predefined 

“Secret” for authentication and runtime 

generated “ConversationId”

REST API Calls

Response

O365 Authentication on Client Tenant
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