
Microsoft 365 Security & Compliance on Azure

Decision makers, project 
managers, department heads

Agenda day 1:
1. Definition of the workshop objectives
2. Presentation of threats to cloud infrastructure and Azure services
3. Risk analysis and assessment of the existing infrastructure
4. Planning of security measures for:

Identity Protection
Endpoint protection
Content & information protection
Device & network security

Agenda day 2:
1. Analysis & Monitoring / Alerting
2. eDiscovery & Content Search
3. Multi-Layer Security Concept
4. Security Licensing & Feature Sets

Next steps and conclusion:
Planning of a security concept and the following implementation / deployment

Workshop Content

according to customer needs

Events

• Duration: 2 days
• Participants: max. 10

Budget planning and next steps

Follow-up

Target group Workshop goals Organizational matters

ÜbersichtÜbersicht
Microsoft 365 Security 

& Compliance41 2 3 1812 16 171511 14139 10865 7 19 20

Analysis of individual security requirements and 
development of suitable scenarios. Creation of a tailor-
made security concept


