**Module 1: Managing Azure Active Directory**

In this module, you’ll will be introduced to Azure Active Directory. What is Azure Active Directory and how is it different from Active Directory Domain Services? What is Self-Service Password Reset and how is it configured? How can Azure AD Identity protection improve your security posture. How do you integrate SaaS applications with Azure AD?

Lessons

* Azure Active Directory Overview
* Self-Service Password Reset
* Azure AD Identity Protection
* Integrating SaaS Applications with Azure AD

After completing this module, students will be able to:

* Implement Azure Active Directory, Self-Service Password Reset, Azure AD Identity Protection, and integrated SaaS applications.

**Module 2: Managing Azure Active Directory Objects**

In this module, you will learn the basics of implementing Azure AD objects. These objects include domains and tenants, users and groups, roles, and devices. In each lesson you will practice how to configure these objects through the portal and with Azure PowerShell. The Azure roles lesson will be your introduction to role-based access control.

Lessons

* Azure Domains and Tenants
* Azure Users and Groups
* Azure Roles
* Managing Devices

After completing this module, students will be able to:

* Configure domains and tenants, users and groups, roles, and devices.

**Module 3: Implementing and Managing Hybrid Identities**

In this module, you will learn how to integrate Active Directory with your existing infrastructure. You will learn about different authentication options like AD Connect, Single Sign On, and Pass-through authentication. You will also learn how to configure Azure AD Application Proxy and how it is used.

Lessons

* Azure Active Directory Integration Options
* Azure AD Application Proxy

After completing this module, students will be able to:

Implement and manage Azure Active Directory integration options and Azure AD Application Proxy.