
Microsoft Azure Case Study

Next generation email solutions 
made possible with Microsoft Azure

“I would absolutely recommend SMX to other businesses. It’s a powerful 
tool, and easy to manage. And we don’t have to invest a lot of time or 
resources to manage it – it pretty much looks after itself. It just works.”

Mr. Reyna Ramirez Montes, Security & Compliance Manager, 
Genesis Energy

Situation
• Malware, phishing and whaling attacks pose great security risks, including having confidential  
 information or money stolen
• Customers having difficulties retrieving information quickly for various purposes and unable 
 to meet compliance obligations
• Customers spend too much time dealing with unnecessary spams

Solution
• Advanced email records management and compliance
• Enhanced security, compliance and filtering
• Unsurpassed archiving - one place to search, discover and hold
• Proven migration tools to keep all emails in one place
• Seamless integration of email security and archiving for Office 365

Benefits

SMX is known for cloud email security 
and archiving which is used by many 
government organizations, including 
over half of all New Zealand’s local 
government agencies. In particular, SMX 
helps enterprise companies, government 
organizations and email service providers 
by offering an Azure-based, cloud 
managed messaging solution. Thus, 
allowing them to provide secure email 
services and email archiving capabilities 
to their users and customers.

• SMX offers products and services that  
 focus on localized threats, simplified   
 migration, archiving and rapid adoption  
 of Office 365 email

• 14 years of experience developing,   
 deploying and supporting email   
 services for enterprise users and 
 email service providers

• SMX has over 1.2 million mailboxes   
 being managed and protected

Website: http://smxemail.com

Location: Based in New Zealand with 
offices in Auckland and Sydney, Australia

Multiple world-class email filtering systems 
to protect your people and organization

Answer critical questions with 
evidence–based reporting

Recover any email regardless 
of age, source or destination

Manage and make changes to email 
configuration without external specialists


