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Tutorials for integrating SaaS 

Microsoft Office 365 with MattZero 
 

To help integrate Microsoft Office 365 and your cloud-
enabled software as a service (SaaS) application with 
MattZero, we have developed a simple of tutorials that walk 
you through configuration. 

For a list of all SaaS apps that have been pre-integrated into 
MattZero, please reach out us on: 
https://4matt.atlassian.net/servicedesk 

MattZero can connect to the Office 365 portal to gather 
information about assigned named user licenses and show 
on Dashboard as below:  

 

https://4matt.atlassian.net/servicedesk
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Register a new application using the Azure portal 

Before starting the Office 365 configuration, make sure that 
you read the instructions below and take every action 
described in this document. 

1. Log into Azure on an account that has administrator 
rights. 

2. Click on "Azure Active Directory" and then on "App 
registrations". 

3. Click on "New registration". 
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4. Enter MattZeroOffice365 in the Name input field. 
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5. In “Supported account types” select “Single tenant”. 
6. In “Redirect URI” select "Web" in the drop down and in the 

"Redirect URL" enter https://localhost and click "Register". 
7. You will now see details about your newly created application. 

Write down the Application Id which you will need to use later. 

 

8. Click on “Certificates & secrets” and press “New client 
secret”. Enter "MattZeroKey" in the Description input field, 
enter an expiration time that matches your company 
standards. If you set an expiration time other than "Never 
expires", you will need to update MattZero settings every 
time the key expires. Click "Save" and save the generated 
Key Value. 

9. Click on "API permissions" and copy and save the value in 
the "Application ID" box. 

10. Click on " API permissions", click "Add permission" 
and select " Azure Active Directory Graph". Click on 
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"Application Permissions", check the "Directory.Read.All" 
and "Member.Read.Hidden" and press "Add permissions’". 

11. After that it is important that you press "Grant admin 
consent for {tenant}". This needs to be done with a user 
that have admin rights in Azure. If this step is skipped, the 
permissions won’t take effect on the application and the 
connector will fail. 

 


