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Compact Identity is a SaaS based offering to address all the Identity & Access
Management as well as Identity Administration & Governance needs of SMEs -
all in an easy to use integrated package.

Single Sign On

Secure SSO to Thick Client, Federated & Web apps
Mobile SSO
Role based access control

Multi-factor Authentication

Support for shared desktops

Configure preferred browser for each app

Global Appstore with hundreds of free pre-built app connectors
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Intelligent Analytics for decision making

assword Management
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Password Reset Policy

Password Synchronization to & from Active Directory
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O  Self-Service Password Change, Reset and Unlock
O
©) Helpdesk Assisted Password Reset
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Password reset with MFA from Windows Login
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Access Request - Accounts and Entitlements
Manager Initiated Access and Termination Requests
Multi-level Approval Workflows

Delegated Approvals

Auto Approvals

Rule based Role Assignments

Role based Account and Entitlement provisioning
Birthright Provisioning

Promotions, Transfers & Termination

All User Lifecycle Management (ULM) - support for
on-premise apps

Analytics & Business Intelligence

ldentity Governance
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Access Certification

Multi-level workflows for access review
Automatic or manual fulfilment
Orphan Account Management
Analytics & Business Intelligence

Dashboard & Reports
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Monitor KPIs such as ULM operations
Configurable Dashboards based on role
Hundreds of pre-built reports

Support for custom report
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License Optimization

O  Decision support for app license cost control

Intelligent IAM

O  When user requests access, system recommends additional
accesses to request

O  Attime of request, the system will recommend user to “clone
access of peers?”

O  System provides estimated time for access approval based on
historical analysis

O  The “risk score” of the access is available to requestor and
approver

O Attime of approval, approvers are presented with data and
suggestions to help decision

O  Data like peers who have this access, revoked rates, average
access period approved etc.

O  During Access Review, the system can auto-approve low-risk
entitlements

O Reviewer is presented with system recommendation to revoke
access

o) And more...

APl Management and Integration

O OOTB integration to Microsoft Azure Access Management
O Integration to 3rd Party AM, IGA and PAM solutions
O  Integration to tools such as SIEM, UEBA
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Device and Enterprise Mobility
Management (EMM)

O  Addresses BYOD and mobility challenges
O  Governs and automates user account provisioning on
mobile devices

O  Manages identities of different devices
O  Controls corporate data on registered devices
O  Governs end-point compliance
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O  Connects to a wide range of devices
O Manages IOT devices as |dentities as well as target systems

experience.

About llantus

Backed by 19 years of IAM expertise and experience spanning thousands of implementations,
llantus provides best in class, cutting-edge, cloud-based IAM solutions. Our cloud IAM platforms
provide Access Management and IGA solutions over simplified delivery and delightful user

For more information, visit www.ilantus.com



