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Integrated with Microsoft Product :
Intune, Azure Active Directory

Better Together Because:

Intune and Zimperium enable enterprises to manage and secure mobile devices against
cyber attacks. Zimperium detects and analyzes threats, and provides Intune with the
visibility to enact risk-based policies to automatically remediate against these attacks
using conditional access.

What Customer Problem Is The Integration Solving
For:

Intune and Zimperium enable risk-based compliance
policies to eliminate mobile devices from being used
in advanced attacks against corporate systems and
employees.

Partner Product Value Proposition Statement:

Zimperium Mobile Threat Defense works in real-time
to proactively protect the mobile devices against
malware, network-based risks, and OS and app
vulnerability risks— helping you remediate these risks
before they become a problem.

Product Pricing Model:

Subscription based Software, priced per device/user
per year

Required Microsoft License:

Zimperium will host zIPS on Azure instance, which
will require additional capacity as client base
expands



