
D’Amo
Encryption Platform

Secure First, Then Connect

The Standard for Data Security, D’Amo
Meet Industry Compliance Including GDPR 
Protect Personally Identifiable Information

Secure Critical Enterprise Data Assets



D’Amo is not only for enterprises. It can be used to securely encrypt valuable data assets of healthcare providers, 
educational institutions, and manufacturing companies.
D’Amo provides more than just encryption. Its features include key management, access control, auditing, and 
centralized management to suit the data security needs for a variety of environments.

D’Amo

Key Features

FIPS 140-2 readySupport for both structured and 
unstructured data

Encryption for All Data Formats Secure Key Management System

Acknowledged by over 4,650 customersIntuitive console that eases administrative burden

통합 관리
통합 관리

Easy-to-use Management Controls Leading Data Security Solution in Korea

Encryption Access Control AuditKey Management Monitoring Security Policy

Protection in Application
Protection in System

Protection in Network

Data Encryption Platform

PC Mobile

Connected Things

User Client

Cloud & Big Data

Enterprise

Cryptocurrency Exchange
POS

Web Server

Application Server

Database Server



D’Amo Use Cases

Patents
- 2014.12  Generation and verification of alternate data 
                      having specific format             
- 2012.05  Data security method and apparatus using a 
                      characteristic preserving encryption
- 2008.10  Query processing system and method for 
                      database with encrypted column by query 
                      encryption transformation
- 2005.01  Method of encoding index column

Awards & Certifications
- 2017.12  D’Amo “Database Security” Gold Winner, 
                      Cybersecurity Excellence Awards
- 2015.11  Encryption Platform “D’Amo” ‒ 2nd SW Product
                      Quality Awards ‒ Grand Prize ‒ TTA
- 2014.07  D’Amo v3.0 KCMVP Certification (ITSCC)
- 2013.11  D’Amo KMS CC EAL3+ Certification (ITSCC)
- 2012.10  D’Amo v3.0 GS Certification (Korea TTA)
- 2011.08  D’Amo 2.3 SAP Certification (SAP SE)

Healthcare Provider
Private medical information collected from patients is safely protected even before any data processing is 
performed.

Financial Institution
Personal information collected from customers by financial institutions is cryptographically secured.

Manufacturing Company
Classified documents and confidential company data stored within both servers and databases remain 
securely encrypted.

Key Management System D’Amo Control Center

Records Contracts Biometric Data Consultation Info Log Files

Server of Healthcare Provider

D’Amo

Key Management System D’Amo Control Center
Database of Financial Institution

D’Amo

Key Management System D’Amo Control Center
Server of Manufacturing Company
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Design Documents Contracts



PENTA SECURITY SYSTEMS INC.
www.pentasecurity.com

Tel. +82-2-780-7728
Fax. +82-2-786-5281

INQUIRIES. +82-2-2125-6690
globalbiz@pentasecurity.com

HEADQUARTERS
EUSU HOLDINGS BUILDING

20F, 25 GUKJEGEUMYUNG-RO 2-GIL, YEONGDEUNGPO-GU, SEOUL, KOREA 07327

USA
PENTA SECURITY SYSTEMS CO.

HOUSTON, TEXAS

JAPAN
PENTA SECURITY SYSTEMS K.K.
SHINJUKU-KU, TOKYO, JAPAN


